The role of constitutional courts in taming adverse impact of new technologies in the criminal proceedings

O papel das cortes constitucionais em reduzir os impactos negativos das novas tecnologias no processo penal

Michalina Marcia
University of Wrocław, Poland
michalina.marcia@uwr.edu.pl
https://orcid.org/0000-0002-7872-8507

**Abstract:** This article presents the impact of constitutional courts in shaping the fair trial standards in the context of new technologies application in the criminal proceedings. Surveillance measures based on the use of new technologies by law enforcement agencies are highly intrusive in nature and may violate not only the constitutional right to privacy, but also, in the author’s opinion, guarantees of the fair trial and procedural rights of the suspect. The aim of the article is to indicate to what extent constitutional courts have contributed to establishing the procedural standards in the activities of gathering evidence using new technologies (regarding both content and metadata), as well as to present potential problems in this area that courts will have to face in the future.
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**Resumo:** Este artigo apresenta os impactos das cortes constitucionais em modelar os parâmetros do devido processo no contexto da aplicação das novas tecnologias no processo penal. Medidas de vigilância baseadas no uso de novas tecnologias...
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The use of new technologies in criminal proceedings has undoubtedly been gaining in importance recently. Avoiding facing them in the practice of applying the law is, in fact, significantly hindered. This is the result of their widespread use in society, but also their prevalence.
in operational practice of law enforcement agencies, which must adapt their apparatus to contemporary technological challenges and ensure the effectiveness of their activities.

However, the issue of adapting legal solutions to the current problems of the applying the law raises many doubts. It seems that a large part of the legislations of individual countries reacts to the existing problematic issues with some delay and the process of regulating issues related to the use of new technologies in criminal proceedings takes place only after some time of their practical application, in particular with regard to the implementation of relevant procedural rights of parties to the proceedings. In such a state of facts, the courts are often responsible for clarifying the shape of these powers in a way that goes further than in the case of traditional procedural institutions, and thus for the level of ensuring the standards of a fair trial. This process also takes place at the level of district and local courts, however, due to their specific role and nature, it is the constitutional courts that have a particularly strong impact on the identification of the limits of procedural rights, which not only relate to individual cases, but also shape the general content of the rights making up a concept of the fair trial.3

The research question of the study is as follows – do the constitutional courts have a role in shaping the fair trial standards in criminal proceedings with regard to the use of new technologies. The research is based on the European continental system with the particular focus on Polish legal order and Polish Constitutional Tribunal Case Law. Although the author does not undermine its importance, the case law of Polish Supreme Court, administrative, district and local courts were excluded due to the scope of this particular study. To provide for protection against self-incrimination. American Criminal Law Review, v. 57, no. 1, p. 157-206, 2020.

3 Sometimes, due to the lack of proper regulation and basis for particular measures, the courts also declare some provisions unconstitutional. E.g. in Spain Constitutional Court considered unconstitutional recording of conversations through a hidden device installed in the inmates’ prison cells because of the lack of a sufficient legal grounds. BACHMAIER WINTER, Lorena. Remote computer searches under Spanish Law: The proportionality principle and the protection of privacy. Zeitschrift für die gesamte Strafrechtswissenschaft, v. 129 no. 1, p. 205-231, 2017. https://doi.org/10.1515/zstw-2017-0008
adequate legal frames the study also analyzes the CJEU and ECtHR case law connected with the discussed problems. In the part dedicated to the privilege against self-incrimination author additionally includes the case law of the Supreme Court of the United States to reflect on issues that have not yet met with the sufficient recognition among European courts. In the legal traditions of the US and Commonwealth countries, derived from the common law system, there are no constitutional courts, while problems related to ensuring respect for procedural rights are resolved by supreme courts and lower instance courts. The example of the United States and problematic issues settled by the Supreme Court regarding the US Constitution and its amendments, in particular the Fifth, is, however, a perfect example of what challenges will constitutional courts face in the future, what will be presented in the further part of the article.

The study is focused mainly on the surveillance measures used by the law enforcement agencies (LEAs) applying to both content and non-content data and on the pre-trial phase of proceedings. In author’s opinion it is the stage, in which, especially in case of Polish legal system, the right to a fair trial is especially vulnerable to infringement. One of the main hypothesis of the study is that right to a fair trial and right to privacy in the analyzed scope have some common elements and judgments addressing the problem of right to privacy can also affect the fair trial standard. In the existing Polish case law it can be observed that Constitutional Tribunal rarely addresses directly fair trial standards in regard to legislation regulating the use of new technologies during the proceedings. The author however claims, that constitutional courts influence fairness of the proceedings not only by shaping the content of fair trial per se, but also creating fundamental standards for other constitutional rights that ultimately affect the individual procedural rights during the trial.

The article is structured as follows. First of all it addresses the common aspects of the right to a fair trial and right to privacy to provide a point of reference to further analysis. In the next part it discusses the case law referring to problems connected with gathering digital evidence with distinction between non-content and content data. In the part regarding to non-content data the study is focused on data retention due to the fact that it became the particular interest of constitutional courts in the EU and therefore is of much importance to the research. Then, the article presents the emerging problems for the European constitutional courts connected with the privilege against self-incrimination that have not been yet widely addressed among particular countries. Finally, the study provides for general and fundamental conclusions that can contribute to answering the main research question.

2. Fair trial and right to privacy

As a rule, the problems caused by the dissemination of new technologies in the criminal proceedings are most often identified with the right to privacy, and it is the sphere that the judicial decisions of not only constitutional courts, but also, among others, European Court of Human Rights, refer to. This is understandable, as new technologies inherently have the potential to be highly intrusive, so the general protection model here has been grounded in the content of the right to privacy. It should be noted, however, that the case law in this area also has a huge impact on the implementation of rights resulting from the right to a fair trial.

---


The elements and specific institutions distinguished under both of these rights, i.e. the right to privacy and the right to a fair trial, are to a large extent interrelated and affect the mutual implementation of standards for the protection of constitutional rights.

One such institution is undoubtedly the right to notification. The right to notification, mentioned primarily in the scope of the right to the protection of personal data, is an integral part of the right to active participation in the proceedings, which is an element of the right of defense. Without informing the suspect or accused about the activities carried out against him, even if such information is delayed in time, they de facto loses the possibility of effective defense, taking any action in relation to the measures applied by law enforcement agencies, including questioning their legality and proportionality. The latter is also associated with the right to judicial review, especially of particularly intrusive measures, which appears often in the case law. Enabling the suspect the access to judicial control of actions taken against him not only strengthens the protection of their right to privacy, but also largely protects the overall fairness of the proceedings.

It should also be noted that in the case of activities involving the use of digital evidence, due to their nature, the suspect is often completely


8 CONSTITUTIONAL TRIBUNAL OF POLAND. Judgment of December, 12 2005 r., K 32/04.
unaware of the surveillance carried out against him, therefore it is not possible to take any action or legal remedies in the criminal proceedings related to the measures used by law enforcement authorities. The grounds for justifying the lack or delay of information are generally connected with the sake of the proceedings and eliminating the potential obstruction of the trial.\textsuperscript{9} In this case, at the constitutional level, it is a premise of security and public order, and from the criminal trial perspective, it is an attempt to deliver an effective, just ruling and implement the appropriate criminal response. However, the problem arises as to whether such a far-reaching restriction can be considered proportionate.\textsuperscript{10}

The principle of proportionality is also extremely important to the fairness of the proceedings. It is an element of the European human rights standard, although it is often not directly expressed in legal acts.\textsuperscript{11} It is considered to be the necessary element of the legal systems based on the rule of law and democratic principles.\textsuperscript{12} The proportionality test, based on the adequacy, necessity and proportionality\textit{ stricto sensu} became a part of constitutional traditions of particular states as a result of


\textsuperscript{11} The exception can be the Charter of Fundamental Rights of the European Union. ŚLEDZIŃSKA SIMON, Anna. \textit{Analiza proporcjonalności ograniczeń konstytucyjnych praw i wolnośc. Teoria i praktyka}, p. 24, 2019. https://doi.org/10.34616/23.19.020

“judicial borrowing”\textsuperscript{13}. Now it is said to be the common judicial standard of European constitutional courts and European Court of Human Rights as well.\textsuperscript{14} It has frequently been also the subject of Constitutional Tribunal of Poland case law.\textsuperscript{15}

When addressing the impact of new technologies on human rights standards, Constitutional courts, including the Constitutional Tribunal of Poland, often raise the problem of proportionality in the context of restricting the constitutional right to privacy.\textsuperscript{16} However, at the same


\textsuperscript{14} BARAK, 181–206, J. McBride, Proportionality and the European Convention of Human Rights, [w:] E. Ellis (red.), The Principle of Proportionality in the Laws of Europe, Portland 1999, s. 23


time, the existing case law ensures the proportionality of all measures taken against the suspect or accused in the proceedings, thus ensuring that the standards of a fair trial are met.

One of the main rules of a fair trial, which can be found in the case law of constitutional courts, is the principle of equality of the parties, related in particular to the adversarial model of the trial. This principle assumes no clearly dominant procedural position of any of the parties and its implementation undoubtedly contributes to ensuring the right of defense.\textsuperscript{17} It should be noted, however, that due to the fact that law enforcement agencies have a wide range of resources and the entire state apparatus at their disposal, this principle can never be fully implemented in practice. This is particularly evident in the use of new technologies, where the data acquisition rights are often one-sided.\textsuperscript{18} Respecting the requirement of proportionality in the application of measures aimed at interfering with the sphere of privacy of the suspect will therefore also contribute to ensuring equality of the parties. It should be pointed out that in view of the tendency to transfer the center of procedural activity to the first stage of proceedings and the possibility of collecting data in a large amount and on a large scale, this protects the suspect from finding themself in a situation in which they will de facto have to prove their innocence and question the standard of presumption of innocence.\textsuperscript{19} The principle of proportionality, even if invoked in the context of the right to privacy, is therefore of great importance to the fair trial guarantees.

In connection with the above mentioned arguments, it seems that the strict limitation of the sphere of influence of new technologies on

\begin{flushright}
\begin{minipage}{0.9\textwidth}
(eds) Computers, Privacy and Data Protection: an Element of Choice, p. 3-23, 2011, https://doi.org/10.1007/978-94-007-0641-5_1


This applies i. a. to the possibility of asking operators directly to provide data, the inability to independently obtain evidentiary material and present evidence.

\end{minipage}
\end{flushright}
respect for human rights only to the right to privacy cannot be perceived as justified. Therefore, the question arises, whether the elements of protection of both indicated rights have many common points, or whether, due to the progressive change in the measures applied by law enforcement agencies, excessive restriction of the suspect’s right to privacy in the trial will translate into the overall fairness of the proceedings.

Both the European Court of Human Rights and the Court of Justice of the European Union refer to this issue to some extent. The previous case law of the European Court of Human Rights shows that, when referring to use of new technologies, especially surveillance measures, in principle, the Court does not include in its decisions connection between the violation of the right to privacy through the use of specific measures by law enforcement agencies and the right to a fair trial. Despite finding numerous violations of Article 8 of the European Convention on Human Rights, in terms of the use of new technologies in the proceedings, it often refused to recognize a violation of Art. 6 of the ECHR, despite the fact that the collected evidence was based on the above-mentioned methods. However, the Court does not clearly preclude that possibility. In the recent judgments, there appear some indications of a link between excessive or unlawful surveillance measures used as a basis for conviction and Article 6 infringement. Nevertheless, at the moment it is difficult to identify an unambiguous line of case law in this respect, and the violation of Article 6 is often combined with other elements and infringed rights as well.

20 Hereinafter also as “CJEU”.

21 Excluding, of course, situations where surveillance measures are applied to conversations between suspect or accused and their defense counsel, which Court finds as a clear breach of article 6 (3) of the Convention. See e.g. EUROPEAN COURT OF HUMAN RIGHTS. Judgment of 16 November 2021, Vasil Vasiliev v. Bulgaria, app. no. 7610/15.


24 EUROPEAN COURT OF HUMAN RIGHTS. Judgment of 14 October 2021, Lysusk v. Ukraine, app. no. 72531/1.
A slightly different position can be found in the recent case law of the Court of Justice of the European Union. The Court, with regard to the problem of i.a. data retention, has indicated that the final evidential use of materials obtained through disproportionate and illegal electronic evidence gathering has a particular impact on the respect of the standard to a fair trial. The Court pointed out, that the need to exclude information and evidence obtained in breach of Union law must be assessed, in particular, in the light of the risk which the admissibility of such information and evidence presents to respect for the adversarial principle and thus the right to a fair trial. Therefore, in the Court’s view, the principle of effectiveness imposes an obligation on the national criminal courts to disregard information and evidence obtained through measures incompatible with EU in the framework of criminal proceedings instituted against persons suspected of committing a crime, if these persons are not able to effectively respond to the information and evidence belonging to an area not examined by the court and which may have a decisive influence on the assessment of the facts. According to CJEU, otherwise the State would admit to some extent the possibility of violating the right to a fair trial by failing to ensure the right to active participation in the trial.25

Taking into account the above mentioned elements, it, therefore, seems that the role in shaping the fair trial standards will have not only judicial decisions addressing the fair trial directly, but to some extent also case law that refer to right to privacy infringements.

3. DATA RETENTION

Undoubtedly, a notable influence of constitutional courts on respecting the procedural rights of participants in proceedings can be observed in the context of data retention. The issue of retention is most often identified with the right to privacy and the right to the protection of

25 Judgment (Grand Chamber), 2 March 2021, C-746/18, Criminal proceedings against H. K., EU:C:2021:152, judgment of 6 October 2020, La Quadrature du Net and Others v Premier ministre and Others, joined cases C-511/18, C-512/18 i C-520/18, EU:C:2020:791, p. 226, 227.
personal data, in particular.\textsuperscript{26} The method of using the evidence obtained in this way is, however, not without significance also for the observance of the rules of the fair trial during the criminal proceedings.

Data retention itself is generally defined as an obligation imposed on telecommunications operators (service providers) to collect and store information about connections made within the mobile network and the Internet.\textsuperscript{27} The Directive 2006/24/EC adopted in 2006\textsuperscript{28}, imposed an obligation on member States of EU to retain and store particular categories of ‘data by providers of publicly available electronic communications services or of a public communications network within the jurisdiction of

\begin{footnotesize}
\begin{description}
\end{description}
\end{footnotesize}
the Member State in the process of supplying the communication services concerned’. The act and new national regulations created, however, such controversy in some of the countries, that the issue had to be addressed by constitutional courts.29

In this case, constitutional courts adopted more protective position in relation to the constitutionally guaranteed fundamental rights. In many member States there appeared judgments stating that data retention regulated in such way as in the directive is unconstitutional and irreconcilable with constitutional rights and freedoms guaranteed in particular countries.30 The rendered judgments influenced not only local concepts of procedural rules and fairness, but also general European standards31.

The constitutional courts generally questioned not the retention per se, but procedural guarantees that were lacking in the resolutions of the Directive. First of all, the courts found problematic general lack of precision within the regulation which led to questioning the legal security and even presumption of innocence.32 In many countries’ laws implementing the Directive provisions there were no clear indication of the type of data subjected to the retention and authorities competent to


31 ZUBIK, Marek; PODKOWIK, Jan; RYBSKI, Robert. European Constitutional Courts towards Data Retention Laws, Cham: Springer, 2021, https://doi.org/10.1007/978-3-030-57189-4

collect it.\textsuperscript{33} Courts also found that there exist some serious doubts with regard to proportionality.\textsuperscript{34} The issue of proportionality was connected not only with the scale of data retention but also with no time limits of applying the measure. The other basic concern of the courts was lack of the adequate control of using the retained data in the criminal trial and the retention process as such. For example Polish Constitution Tribunal stated that there is a need for judicial control to ensure procedural fairness and respect for privacy.\textsuperscript{35} The decision of Constitutional Tribunal of Poland addressing data retention (K 23/11)\textsuperscript{36} is in fact a perfect example of a case, when despite the fact that the right to privacy was invoked as a point of reference, it was the right to a fair trial that has been affected due to the final decision of the Court. After the judgment in which Court declared the previous regulations incompatible with constitutional right to privacy, Polish legislator introduced in the Act on the Police\textsuperscript{37} Article 20ca, in which some type of judicial review was introduced. According to the provisions of the Article, competent authorities every six months submit a report to the circuit court covering the number of cases of obtaining telecommunications, postal or internet data in the reporting period, the type of such data and legal classification of offences in relation to which telecommunications, postal or internet data has been requested, or information on obtaining data in order to save human life or health or to support search or rescue activities. In addition, the circuit court may request materials that justify the disclosure of data to the Police. Although the review in its present shape is said to be insufficient and cannot be

\textsuperscript{33} CONSTITUTIONAL COURT OF THE CZECH REPUBLIC, Decision of 22 March 2011, Pl. ÚS 24/10, decision of 22 December 2011, Pl. ÚS 24/11.

\textsuperscript{34} FEDERAL CONSTITUTIONAL COURT, Press release no 11/2010 of 2 March 2010.

\textsuperscript{35} CONSTITUTIONAL TRIBUNAL OF POLAND. Judgment of December 12, 2005, K 23/04. The Court in its ruling stated that lack of the obligation to obtain consent to covert acquisition of information (surveillance) leads to violation of the fair trial. Similarly, EUROPEAN COURT OF HUMAN RIGHTS. Judgments of 29 June 2006, Weber and Saravia v. Germany, (app. no. 54934/00); 2 Sptember 2010 Uzun v. Germany (app. no. 35623/05).

\textsuperscript{36} CONSTITUTIONAL TRIBUNAL OF POLAND. Judgment of April 30, 2014, K 23/11.

\textsuperscript{37} ACT ON THE POLICE of 6 April 1990, Dziennik Ustaw, item 1882.
seen as a proper procedural guarantee compatible with requirements set out by the CJEU\textsuperscript{38}, its introduction definitely affected the right to a fair trial to some extent.

There appeared also some references to the process of treating the evidence gathered by means of data retention as the base for rendering judgments and potential conviction. According to some of the statements, the final indication of the fact if the trial can be considered fair will be whether the evidence base on unlawful data retention will be used in the proceedings.\textsuperscript{39}

The impact of using the evidence collected by means of data retention on the observance of the fair, adversarial trial standards was also noted by the Court of Justice of the European Union in its judgments, as it was already indicated above.\textsuperscript{40} However, one of the research conducted by Eurojust shows considerable uncertainty related to the future of admitting evidence obtained through retention inconsistent with the conditions imposed by the CJEU and some of the constitutional courts. While in the Member States, during the EU surveys, the evidence was still generally considered admissible for the purposes of the trial, its future remains uncertain.\textsuperscript{41} Therefore, it seems

\textsuperscript{38} ROJSZCZAK, Marcin. Ochrona prywatności w cyberprzestrzeni z uwzględnieniem zagrożeń wynikających z nowych technik przetwarzania informacji, Warszaw: Wolters Kluwer Polska, 2019.
\textsuperscript{39} FEDERAL CONSTITUTIONAL COURT, Judgment of the First Senate of 20 April 2016, 1 BvR 966/09, 1 BvR 1140/09.
\textsuperscript{40} COURT OF JUSTICE OF THE EUROPEAN UNION. Judgment (Grand Chamber), 2 March 2021, C-746/18, Criminal proceedings against H. K., EU:C:2021:152, judgment of 6 October 2020, La Quadrature du Net and Others v Premier ministre and Others, joined cases C-511/18, C-512/18 i C-520/18, EU:C:2020:791, See also judgment of 21 December 2016, joined Cases C-203/15 and C-698/15 Tele2 Sverige AB v Post- och telestyrelsen and Secretary of State for the Home Department v Tom Watson and Others, EU:C:2016:970, judgment of 6 October 2020, Case C-623/17 Privacy International v Secretary of State for Foreign and Commonwealth Affairs and Others, EU:C:2020:790.
\textsuperscript{41} Five countries reported on court rulings where the admissibility of evidence from data retention was evaluated by the court. So far the evidence has been deemed admissible by courts, although one of the five cases (in Ireland) is still pending on appeal. EUROJUST. Data retention regimes in Europe in light of the CJEU ruling of 21 December 2016 in Joined Cases C-203/15
that the creation of compliant, coherent rules regarding the regulation of new technologies in criminal proceedings, e.g. on the basis of the already functioning case law of constitutional courts, will contribute not only to ensuring respect for the fairness of the trial, but also to guaranteeing the effectiveness of the trial.

4. Interception of communications content

Data retention is generally based on metadata, excluding the possibility of intercepting the actual content of messages. This matter, however, has been the subject of interest for constitutional courts for quite some time. Jurisprudence mainly focus on wiretapping and phone communications interception. Nevertheless, with the dissemination of Internet use, the role of online surveillance is significantly increasing. This applies not only to mail interception and digital communications surveillance, but also to the use of remote searches. In the process of determining the scope of procedural guarantees and, therefore, fair trial, both courts and scholars base on the same principles.

42 A remote search may take the form of an extended search (i.e. when, during a search of a traditional nature, it turns out that the data essential for the taking of evidence are contained in another system related to the primary device in such a way that direct access from it is possible, admissible is extending the search to the above-mentioned system) or remote search sensu stricto (i.e. collecting data from the target system based on a specific type of remote investigative software).

43 See e.g. HAGGERTY, Kevin, SAMATAS, Minas Samatas (eds). *Surveillance and Democracy*, New York: Routledge, 2010.
As a rule, courts consider the covert surveillance measures compatible with state constitutions.\textsuperscript{44} However, they also set some conditions necessary to consider regulations constitutional and meeting the requirements of the protection of human rights. In the existing jurisprudence there are some common elements of the constitutional tradition regarding approach to measures including surveillance.

First of all, the courts require an examination of whether surveillance has been ordered on the base of precise, objective indications of a crime, not just by general suspicions. The evidence material has to be examined if there exist facts that rationally, in an objective assessment, indicate the probability that some person is involved in a criminal activity and if they can be supported by objective data.\textsuperscript{45}

The courts also indicate, that all powers allowing to covertly collect data must satisfy the principle of proportionality. All forms of surveillance must be supported by weighty legal interests, a threat to which must be sufficiently foreseeable. They may, only under limited conditions, extend also to the third parties. There must be also guaranteed some protection of persons subject to professional confidentiality. Generally, the regulation must fulfill conditions of transparency, individual legal protection and adequate supervisory control.

The problem of digital communications surveillance and remote searches \textit{per se} is less frequently tackled by the decisions of courts. However, e.g. German Federal Constitutional Court addressed directly forms of surveillance of technology systems. The court stated that as a rule the state has to ensure confidentiality and integrity of information technology systems. Such breach of privacy must be perceived as an exception and must be ‘based on clear indications of a concrete danger to a predominantly important legal interest, a threat to which affects the basis.

\textsuperscript{44} FEDERAL CONSTITUTIONAL COURT. Judgment of the First Senate of 20 April 2016, 1 BvR 966/09, 1 BvR 1140/09, judgment of the First Senate of 27 February 2008, 1 BvR 370/07, 1 BvR 595/07, CONSTITUTIONAL TRIBUNAL OF POLAND. Judgment of December, 12 2005 r., K 32/04, judgment of July, 30 2014, K 23/11.

or continued existence of the state or the basis of human existence. The court also indicated that secret infiltration of an information technology system is in principle to be placed under the reservation of a judicial order. Moreover, due to the highly intrusive nature of the discussed measures, if the state agency is not authorized to obtain information of the contents of Internet communication, acquiring evidence will constitute the encroachment of the Basic Law provisions.46

The courts also referred to the problem of subsequent use of the evidence in the proceedings. This matter is closely related to the fair trial standards, as it ultimately determines, whether the proceedings can be considered fair. E.g. Spanish Constitutional Court rendered a judgment in which it put forward a thesis that evidence obtained, directly or indirectly, in violation of fundamental rights or liberties, will have no effect. It will include also an infringement of right to privacy. Therefore, if the evidence will be used as a basis for final court decision in the criminal proceedings, it will in fact influence the ultimate fairness of the trial.47

The case law of constitutional courts regarding the means of gathering evidence with the use of new technologies in proceedings should be definitely assessed positively. Courts, through their judicial decisions, identify certain common elements that should be implemented in individual regulations adopted by the legislator in order to meet the standard guaranteed in the constitution. The last position expressed by the Polish Constitutional Tribunal in the judgment of June 30, 2021 is all the more controversial.

An application has been submitted to the Constitutional Tribunal of Poland to review the constitutionality of the provisions on surveillance measures contained in the Police Act48 to the extent that they do not provide for judicial review of the order of the abovementioned surveillance, as well as its execution, the maximum duration of these measures and, finally, the right to notify the person to whom it was applied about the

---

46 FEDERAL CONSTITUTIONAL COURT. Judgment of the First Senate of 20 April 2016, 1 BvR 966/09, 1 BvR 1140/09.
48 ACT of 6 April 1990 on the Police, Dz. U. of 2021, item 1882.
conduct of the control after its completion.\textsuperscript{49} The constitutional standard in this case was to be, first of all, the right to a fair trial and the right to an effective remedy, \textit{i.e.} Articles 45 and 78 of Polish Constitution\textsuperscript{50} and the principle of a democratic state governed by the rule of law. However, in the presented case, the Tribunal found that the question referred by the Ombudsman was groundless and that its subject matter exceeded the scope of the Constitutional Tribunal jurisdiction. The Tribunal stated that the legal status covered by the question was in fact a legislative omission, left within the limits of legislative freedom and thus not subject to constitutional control.\textsuperscript{51}

However, this position seems highly unjustified, as the issue of infringing constitutionally guaranteed rights cannot be seen as a legislative omission in the sense adopted by the Constitutional Tribunal. In the light of the previous judgments of the Polish Constitutional Tribunal and other constitutional courts, it seems that this is exactly the particular and significant role of constitutional courts - to check whether the legislator has provided for all constitutionally required procedural guarantees, resulting, \textit{i.a.} from the right to a fair trial, the right of defense and, as a result, if the regulation in question is compatible with the constitutional provisions.

5. **Self – Incrimination and Lie-Detecting Technologies – The Emerging Problems**

The most developed and broad scope of judgments connected with the issue of use of the new technologies in criminal proceedings,

\textsuperscript{49} OMBUDSMAN. Motion of 4 December 2015 r., II.511.84.2015.KSz, ATTORNEY GENERAL. Motion of 12 November 2015 r., PG VIII TKw 41/14.
\textsuperscript{50} THE CONSTITUTION OF THE REPUBLIC OF POLAND of 2\textsuperscript{nd} April 1997, published in Dziennik Ustaw No. 78, item 483.
\textsuperscript{51} CONSTITUTIONAL TRIBUNAL OF POLAND. Decision of June, 30 2021 r., K32/05. About the controversies concerning the status of Polish Constitutional Court and its influence on surveillance measures see e.g. ROJSZCZAK, Marcin. National Security and Retention of Telecommunications Data in Light of Recent Case Law of the European Courts. \textit{European Constitutional Law Review}, p. 609, 2021. https://doi.org/10.1017/S157401962100035
with regard to fair trial standards, has been appearing in the legal orders of USA and Commonwealth. These systems, however, did not include the constitutional courts in their traditions and the role of determining the scope of constitutional provisions is left to district, federal and supreme courts. All the issue that were tackled are, nevertheless, the good indication of what is going to be, in the near future, the concern of the constitutional courts. The content of right of defense and fair trial among existing legal systems tend generally to approximate and have similar core. As a result, the problems that the common law systems are facing now, will have to be finally approached by continental systems. Therefore, it appears beneficial to present some problematic aspects connected with the use of new technologies that have already appeared in Supreme Court of the United States case law.

One of the interesting issues that were tackled in the case law of Supreme Court of the United States, was the relation of privilege against self-incrimination and the use of digital evidence in the proceedings. The privilege (nemo tenetur) is the element of the right of defense and fair trial, well established in the constitutional traditions of particular countries. ECtHR stated that it is not directly expressed in the Article 6 of the Convention but acknowledged it as a part of fair trial principle.

---


55 EUROPEAN COURT OF HUMAN RIGHTS. Judgment of 8 February 1996, John Murray v. the United Kingdom (app. no. 18731/91) §45, of 29 June 2007, O’Halloran and Francis v. the United Kingdom, (Applications nos. 15809/02 and 25624/02).
As similar matters, concerning the use of new technologies and their impact on the privilege against self-incrimination, begin to appear before European local and district courts\(^{56}\), it appears that it is only a matter of time when the constitutional courts will have to take a stand on this matter. The main problem in this sphere is connected with the question if the officers of law enforcement agencies or the prosecutor can compel the suspect to provide the password, encryption key or unlock their phone using biometrical means and data.\(^{57}\) Supreme Court of the United States examined the scope of the Fifth Amendment provisions and, basing its rulings mainly on the previous decisions concerning the division between real and testimonial evidence. Finally, Court introduced guidelines for the following judgments, differentiating \textit{i.a.} between biometrical and alpha-numerical safeguards.\(^{58}\) The issue also was analyzed by the courts e.g. of UK, Australia. In the given countries, legislator introduced laws allowing to treat not submitting the passwords and encryption keys as an

---

\(^{56}\) See for example RECHTBANK NOORD-HOLLAND [District Court of North-Holland, the Netherlands]. Judgment of 25 January 2019, NJFS 15/168454-18.


offence punishable even by imprisonment. The regulations were highly controversial and met with very mixed responses.⁵⁹

The district courts, as well as doctrine representatives, are not unanimous, however, in their conclusions and some voices appeared that the privilege against self-incrimination should be reformulated for the purpose of adjusting criminal proceedings to new technological challenges.⁶⁰ As a result, the more impact and meaning will have developing the position on this subject by constitutional courts. It will be interesting to observe, if the courts will share coherent view on the matter or if the scope of the principle in question will differ to the significant extent in particular countries. It seems that there will be an intriguing debate on the concept of real evidence and its meaning in the digital era. Not all of the countries have that clear distinction, as in the constitutional system of the USA, but many visibly draw from it and present similar approach.⁶¹ It is necessary in order to enable e.g. acquiring fingerprints, getting access to evidence material of particular type, however nowadays, as the technological progress shifted our perception of the digital sphere, the question appears, if differentiating the extent of the fair trial guarantees, is in this case justified.

The other issue, emerging from the development of new technological accomplishments that is connected with privilege against self-incrimination, is the broadening scope of lie-detecting measures. The problem of measures based on unconscious reactions of the human body as the basis of conviction evidence, e.g. with the use of polygraph


was the subject of decisions of constitutional courts in the past. Most constitutional courts of individual states indicated that it is possible to admit evidence from analysis of this type if the accused or the suspect voluntarily submits to them. Currently, however, the technologies used so far have been significantly modified and, in addition to the technologies that study the basic functions of the body, there also appear solutions allowing for mapping the areas of brain activity and determining on this basis to a limited extent both the content of the suspect’s thoughts and the verification of the truthfulness of the statements made.

The existing case law, including the one of constitutional courts, constitutes a good basis for the emerging technologies. In case of new measures described above and their possible implementation in the course of the criminal proceedings, there will probably be a need to reformulate the existing judgments of the courts, adapt them to new challenges, and possibly refer to new aspects of human rights protection, including the area of fair trial. Until now, the case law has focused to a large extent on a significant margin of error and not sufficient reliability of measures of


63 The existing measures allow for a much further analysis of the body’s reaction, including eye-detecting technologies etc. These measures are advertised as possible to use, i.a. at airports in order to prevent possible criminal activities. The studies include e.g. fMRI - tracking brain activity, but also TMS, tDCS, which create the possibility of changing the activity of the brain in order to acquire particular results. BRADSHAW Robert. Deception and detection: the use of technology in assessing witness credibility, Arbitration International, v. 37, no. 3, p. 707-720, 2021. https://doi.org/10.1093/arbint/aiab007, FARAHANY, Nita. Incriminating Thoughts. Stanford Law Review, v. 64 no. 2, p. 351–408, 2012, LUBER, Bruce, FISHER, Carl, APPELBAUM, Paul, PLOESSER, Marcus, LISANBY, Sarah. Non-invasive brain stimulation in the detection of deception: Scientific challenges and ethical consequencs. Behavioral Sciences and the Law, no. 27, p. 191-208, 2009. https://doi.org/10.1002/bsl.860
this type. In view of change in the nature and method of their operation, the question arises what statements will constitutional courts develop, if the methods used by law enforcement agencies and required expert witnesses allow for the determination of certain variables with almost absolute certainty. The question remains, how will constitutional courts define the standard of privilege against self-incrimination in this respect, and to what extent will they agree to award the suspects and defendants with the above-mentioned rights.

6. Conclusions

The progressing technological development definitely has an impact on the conduct of criminal proceedings, in particular on the scope and type of evidence invoked in individual cases. In the era of changes in procedural measures used by law enforcement agencies, it seems that the role of constitutional courts will continue to grow, affecting the protection of the rights and procedural guarantees of suspects and defendants, including ensuring the fairness of the proceedings. As it was indicated above, the new technologies that can potentially make an adverse impact on the right to a fair trial continue to appear.

As it seems, courts in their judgments concerning the use of new technologies in criminal proceedings, to a large extent rely on the already existing decisions of constitutional courts regarding fair trial and specific rights of suspects and defendants. The standards and rights affected by constitutional courts decisions are undoubtedly the right to notification, the right to information, the right to appropriate judicial review and the equality of arms. The significant impact can be also seen in the right of defense – both in terms of active participation of the suspect in the proceedings and privilege against self-incrimination. Moreover, the set of individual rights distinguished by constitutional courts on the basis of the right to privacy and the right to the protection of personal data has a fundamental impact on the fairness of the proceedings, especially considering that the existing regulations on the use of new technologies in criminal proceedings are often not yet finally clarified and they pose a risk of a threat to legal security and certainty. The principle of proportionality,
even if invoked in the context of right to privacy (for example in the context of time limits for surveillance measures taken against suspects), will have a significant role in limiting the actions of LEAs and ensuring the adequate protection of fair trial standards.

All the above mentioned factors can be observed in Polish legal system as well. The Constitutional Tribunal of Poland addressed the problems of the use of new technologies in criminal proceedings, especially the surveillance measures, mostly in the context of right to privacy. However, it does not exclude the simultaneous impact on the fair trial principles. On the contrary – the direct influence on the legislation can be noticed.

The case law of constitutional courts influences legislation in shaping the procedures for the use of digital evidence, both in terms of access to content and non-content data, and will most definitely continue to do it. It is also in some way intertwined with the judgments of European courts, in particular the CJEU. Recently, the need for mutual approximation and harmonization of procedures has also been discussed in order to ensure efficient cooperation in criminal matters and to eliminate threats to procedural rights. If this were to happen, the provisions would undoubtedly be based not only on the CJEU case law, but also on the standards developed by the constitutional courts of the Member States.
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